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To require the Assistant to the President for Homeland Security to establish
a site on the Internet through which individuals may provide information
on suspicious activities that may be used by the Federal Bureau of
Investigation or other Government entities in the war on terrorism or
to protect homeland security.

IN THE HOUSE OF REPRESENTATIVES

NOVEMBER 27, 2001

Mr. FLAKE (for himself, Ms. SoLIS, and Mr. HOSTETTLER) introduced the
following bill; which was referred to the Committee on the Judiciary

A BILL

To require the Assistant to the President for Homeland
Security to establish a site on the Internet through which
individuals may provide information on suspicious activi-
ties that may be used by the Federal Bureau of Inves-
tication or other Government entities in the war on

terrorism or to protect homeland security.

1 Be it enacted by the Senate and House of Representa-
2 tiwes of the United States of America in Congress assembled,
3 SECTION 1. SHORT TITLE.
4

This Act may be cited as the “911.Gov Act of 20017,



2
SEC. 2. REQUIREMENT TO ESTABLISH WWW.911.GOV SITE

ON THE INTERNET.

(a) IN GENERAL.—The Assistant to the President for
Homeland Security shall establish a site on the Internet,
the purpose of which shall be to provide—

(1) a means through which individuals may
submit information on suspicious activities that may
be used by the Federal Bureau of Investigation or
other Government entities in the war on terrorism or
to protect homeland security; and

(2) a single location at which may be found a
direct connection to all other Internet sites estab-
lished by Federal agencies for reporting such sus-
picious activities.

(b) DOMAIN NAME.—The Assistant to the President
for Homeland Security shall take such action as necessary
to ensure that the domain name for the site required by
subsection (a) is www.911.g0v.

(¢) HOMELAND SECURITY DEFINED.—As used in
this Act, the term “homeland security’”” means the protec-
tion of the territory, critical infrastructure, and ecitizens
of the United States by Federal, State, and local govern-
ment entities from the threat or use of chemical, biologi-
cal, radiological, nuclear, cyber, or conventional weapons
by military or other means.
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